
Employment Recruitment Fraud – What You Need to Know 

Strategic Education, Inc. (SEI) is aware that employment recruitment fraud is on the rise.  

Recruitment fraud is a scam offering fake job opportunities to individuals. The fraudsters often 
request candidates to provide personal information and to make payments as part of their fake 
recruiting process - for example, requiring candidates to arrange travel with a certain travel 
agency or directing candidates to cash fake checks to purchase work equipment through a 
fraudulent website. More information about these scams can be found here. 

Please be aware that neither SEI nor its subsidiaries collect any financial commitment from 
candidates as a pre-employment requirement. All candidates go through a rigorous interview 
process prior to employment. SEI's candidates would never be asked to pay upfront fees for a 
job or for equipment or supplies, and SEI would never send a check to a job applicant.  

Within the SEI family of companies, our recruiters manage the hiring process and use the email 
domain of @strategiced.com. You can always validate if the recruiter who contacted you works 
at SEI by emailing Careers@strategiced.com and asking for confirmation by providing their 
name and contact information. In addition, all applicants for SEI jobs are required to only apply 
for jobs through our careers site.  

If you believe you may have been a victim of recruitment fraud, we encourage you to contact 
your local authorities or the Federal Bureau of Investigation, which has more information on 
internet crimes, including a complaint form for their Internet Complaint Center here. 

 

https://consumer.ftc.gov/articles/job-scams
https://sei.strategiceducation.com/about/company-info/our-offerings/default.aspx
mailto:Careers@strategiced.com
https://sei.strategiceducation.com/about/careers/who-we-are/default.aspx
https://www.ic3.gov/Home/ComplaintChoice

