CHURCH & DWIGHT CO., INC.
Frequently Asked Questions (FAQS)

Has Church & Dwight Co., Inc. experienced a third-party information security
breach?

Church & Dwight has not experienced any material cybersecurity events or
incidents. Although third party service providers that Church & Dwight engages
have encountered cybersecurity events or incidents during the year ended
December 31, 2024, Church & Dwight’s investigation of each event or incident has
shown that these occurrences have not resulted in a material impact on our
systems, computing environments, customers, or data. Church & Dwight follows
its cybersecurity incident response plan, to monitor for threats when a third-party
it uses experiences a cyberattack.

Does Church & Dwight Co., Inc. have an information security training program?
Church & Dwight has an information security awareness training, which includes
phishing training, and compliance program that all employees, including the
Executive Leadership Team and independent contractors who have a Church &
Dwight email address participate in annually. Church & Dwight has also
conducted training programs for its Board of Directors to enhance Directors’
literacy on information security issues.

Does Church & Dwight Co., Inc. disclose an annual board performance evaluation
policy?

At least once a year, in connection with the Board’s annual evaluation, the Board
evaluates itself, its committees, and each director, each director’s performance,
skills, qualifications and future plans, including any retirement objectives. In
addition, the Governance, Nominating and Corporate Responsibility Committee
has retained a third-party governance organization that facilitates the Board’s
annual evaluation process and intends to use, at least every three years, an
independent third-party to conduct these evaluations.



